**COMANDO NET ACCOUNTS RELACIÓN CON POLÍTICAS DE SEGURIDAD**

1.- Cambia cada uno de estos valores y visualiza como cambian las directivas de grupo o políticas de seguridad correspondientes.

Exigir historial de contraseñas: net accounts /uniquepw:3

Longitud minima de la contraseña: net accounts /minpwlen: 6

Vigencia máxima de la contraseña: net accounts /maxpwage: 365

Vigencia mínima de la contraseña: net accounts /minpwage: 7

2.- Explica cada una de las directivas de bloqueo de cuenta y busca como cambiarlas vía comando.

Comprobar su funcionamiento

2.1.- Bloquear una cuenta tras varios intentos fallidos de logueo

Net accounts /lockoutthreshold:3

2.2.- Por defecto Windows bloqueará la cuenta 30 minutos , y para cambiarlo será

Net accounts /lockoutduration:35 (la duración de bloqueo debe ser mayor que el reinicio del recuento)

2.3.- Establecer cada cuanto tiempo se reinicia el contador de intentos fallidos ( si lo tenemos a mucho tiempo, cuenta el intento de septiembre , el de febrero y si en junio te equivocas, se bloqueará)

Net accounts /lockoutduration:20